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EXHIBIT 1.1
DEFINITIONS
When used in this Agreement with initial capital letters, the terms listed in this Exhibit shall have the meanings set forth herein.

	Term
	Definition

	Acceptance Criteria
	The criteria that Service Provider must confirm have been met prior to submitting a Deliverable for Acceptance by SIPA or a Customer. Acceptance Criteria include: (i) any mutually agreed written criteria identified as Acceptance Criteria, (ii) Compliance, (iii) for all Software and System deliverables that process data, such item successfully integrates with all other Services, Software, Equipment, Systems, and other resources and is fully documented such that the anticipated end user can utilize the functionality of such Deliverable in the manner and for the purpose intended and that reasonable knowledgeable professionals can understand, maintain, support, and modify such Deliverable in accordance with its intended use.

	Acceptance or Accepted
	The determination, in SIPA, or, if applicable, Customers’ reasonable discretion and in accordance with the relevant provisions of Exhibit 2.1.1 (Cross-Functional Services Statement of Work), confirmed in writing by SIPA or Customer, that Software, Equipment, Systems, and/or other Deliverables are in Compliance, in accordance with Section 13.4(c) Developed Materials Compliance of the Agreement and the Services Management Manual (SMM) or other criteria agreed to in writing by the Parties.

	Acceptance Review Period
	Has the meaning given in Section 5.4.5.1 Acceptance Review Period of  Exhibit 2.1.1 (Cross-Functional Services Statement of Work) provided that any provision of written notice alerting SIPA or a Customer that a Milestone Deliverable is complete and ready for review that is submitted outside a Business Day shall be considered to be submitted for the purpose of SIPA or a Customers’ internal review, on the Business Day immediately following the day on which such notice was submitted.

	ACH
	Automated Clearing House

	Addendum
	A modification of the Invitation to Negotiate (ITN) issued by SIPA.

	Affiliate
	With respect to an Entity, any other Entity that directly or indirectly Controls, is Controlled by, or is under common Control with that Entity at the time in question.

	API
	Application Program Interface

	Applications and Applications Software
	All software programs and programming (and all modifications, replacements, Upgrades, enhancements, documentation, materials, media, on-line help documentation and tools related thereto) that perform user or Customer-related information processing functions or support day-to-day operations (including the supporting documentation, media, online help facilities, and tutorials), or otherwise used in the provision of Services by Service Provider. Applications include all such programs and programming in use or required to be used as of the Commencement Date. Applications also include all such programs and programming developed and/or introduced by or for SIPA, any Customer, or Service Provider during the Term. Applications do not include the tools, utilities, or Operating Software or Systems Software used to deliver Applications. Applications includes Standard Applications, Custom Applications and Websites.

	Assessment Notice Date
	The date on which the report resulting from an assessment is issued by SIPA and/or the applicable Security Assessment Company.

	Assistance Event
	Any termination (in whole or in part) under, or the expiration of, the Agreement, or the discontinuance of the provision of the Services (in whole or in part) in respect of any Customer.

	At-Risk Amount
	For any month during the Term, the percent (%) of the Service Level Program Revenue Earned Amount, which is the maximum amount that the Service Provider will have at risk for Service Level Credits as set forth in Exhibit 3.1 (Service Levels, Deliverables, and Reports).

	Audit Period
	Has the meaning given in Section 9.8 Audit Rights of the Agreement.

	Authorized User(s)
	Unless otherwise indicated, the officers, directors, employees, contractors, agents, Customers, customer technical staff, and vendors of State, or any Customer and any other person(s) designated by State or any Customer to receive or use the Systems or Services provided by Service Provider.

	Availability or Available
	The period for which the full functionality of a Service component is ready for use by Authorized Users and is not degraded in any material respect.

	Billing Month
	Has the meaning given in Exhibit 4.0 (Business Model).

	Business Continuity Plan 
	A collection of procedures and information which is developed, compiled, and maintained in readiness for use in the event of an emergency or disaster.

	Business Day
	Each day from Monday through Friday, excluding State holidays, 7:00 a.m. to 5:00 p.m. local time. State holidays will include all holidays with the status “All Agencies closed.” State holidays will not include State optional holidays or holidays that require skeleton crews.

	Call
	A contact (including by telephone, voicemail, electronic mail, fax, automated tool, or web request) to Service Provider reporting a problem, requesting assistance or Services, or asking a question pertaining to the Services, as well as automated alerts and other problem and Service notifications communicated to Service Provider.

	CAP Failure Credit
	Has the meaning given in Exhibit 3 (Performance Model).

	Capacity Management
	The processes responsible for ensuring that the elements that collectively make up the Service can deliver the identified capacity in a cost effective and timely manner.

	Change Advisory Board (CAB)
	The representative group that is responsible for assessing from both a business and technical viewpoint all high impact request for Change.

	Change Control Procedures
	Has the meaning given in Section 9.5 Change Control of the Agreement.

	Change Management or Change Management Process
	The processes relating to planning and performing all Changes in Customer's IT environment pertaining to the Services, including Changes to individual components and coordination of Changes across all components. The Change Management Processes will support and include checkpoints to determine any potential or required Change Control procedures.

	Change(s)
	Any addition, modification, alteration, or deletion to (i) any installed and supported IT Equipment or Software components or (ii) the policies, procedures, or documentation on how Services are performed. This includes all production, test, and development system Equipment and Software, any management and support tools and utilities deployed in the IT environment, all associated documentation, as well as the methodologies used to manage and support delivery of the Services.
Changes may arise reactively in response to Incidents or Problems or externally imposed requirements (e.g., legislative Changes), or proactively from attempts to (a) seek greater efficiency or effectiveness in the provision or delivery of Services; (b) reflect business initiatives; or (c) implement programs, Projects, or service improvement initiatives.
Changes must be approved by SIPA or designated Customer, through the Change Management process, prior to implementation.

	Charges
	The fees defined in Exhibit 4.0 (Business Model).

	Checkpoints
	Meetings held with Service Provider and SIPA or Customer to review the development progress related to Transition Milestones where formal meeting minutes and any associated documents are transmitted to SIPA or Customer as an operational record.

	CJIS
	Criminal Justice Information System

	CMDB
	Configuration Management Database

	Colorado.gov Applications
	Includes all applications within the Agreement, including Websites, Standard Applications and Custom Applications.

	Commencement Date
	The date the Parties agree upon, in writing, as the date on which Service Provider begins providing the Services to the first Customer.

	Compliance (also Comply)
	With respect to Deliverables, fulfilling the requirements of the specifications, the Acceptance Criteria, the Agreement, and all other applicable operational and/or functional requirements.

	Confidential Information
	Has the meaning given in Section 11.1(a) Confidential Information of the Agreement.

	Configuration Item (CI)
	Any component part of Services that is (or is to be) under the control of Configuration Management and therefore subject to formal Change Control.

	Configuration Management
	The process of identifying and defining the functional and physical characteristics of any Equipment or Software in the Service recipient environment, controlling any modifications to any Configuration Item (CI) characteristics throughout their life cycle, tracking, recording, and updating any CMDB as a result of any Changes, and reporting on the status of and verifying the completeness, accuracy, and currency of CI data.

	Configuration Management Database (CMDB)
	A System that contains details regarding the Software, Equipment, and Systems that are used in the provision and management of Services, including information that relates to the maintenance, movement and problems experienced with such Software, Equipment, and Systems.

	Contract Records
	Has the meaning given in Section 9.8 Audit Rights of the Agreement.

	Contract Year
	Each twelve (12) month period commencing each July and ending each June during the Term. If any Contract Year is less than twelve (12) months (“Stub Period”), the rights and obligations under this Agreement that are calculated on a Contract Year basis will be proportionately adjusted for such shorter period.

	Control (also Controlled, Controlling)
	(a) the legal, beneficial, or equitable ownership, directly or indirectly, of (i) at least fifty percent (50%) of the aggregate of all voting equity interests in an Entity, or (ii) equity interests having the right to at least fifty percent (50%) of the profits of an Entity or, in the event of dissolution, to at least fifty percent (50%) of the assets of an Entity; (b) the right to appoint, directly or indirectly, a majority of the board of directors; (c) the right to Control, directly or indirectly, the management or direction of the Entity by contract or corporate governance document; or (d) in the case of a partnership, the holding by an Entity (or one (1) of its Affiliates) of the position of sole general partner.

	Control Deficiency
	Has the meaning given in Section 5.6 SOC 2 Reports of Exhibit 2.1.1 (Cross-Functional Services Statement of Work).

	Controlled Penetration Tests
	A type of Assessment that tests the vulnerability of Systems to unauthorized external interventions or improper uses.

	Crisis
	Any situation that is threatening or could threaten to harm people or property, seriously interrupt business, significantly damage reputation and/or negatively impact the bottom line.

	Critical Deliverables
	The One-Time Deliverables and Recurring Deliverables that have associated Deliverable Credits payable to State in the event Service Provider fails to successfully and timely complete such Deliverables as identified in Exhibit 3.1 (Service Levels, Deliverables, and Reports).

	Critical Service Level
	Any Service Level designated as "critical" by State in Exhibit 3.1 (Service Levels, Deliverables, and Reports), and with respect to which State may become entitled to receive Service Level Credits as a result of Service Provider's failure to satisfy the associated Service Level standards.

	Cross-Functional Services
	Those Services performed in connection with performing, and in support of, each of the Services described in Exhibit 2.1.1 (Cross-Functional Services Statement of Work).

	CSS
	Cascading Style Sheet

	Custom Application(s)
	Custom developed web-enabled software programs and programming (and all modifications, replacements, Upgrades, enhancements, documentation, materials, media, on-line help documentation and tools related thereto) that perform user or Customer-related information processing functions or support day-to-day operations (including the supporting documentation, media, online help facilities, and tutorials), or otherwise used in the provision of Services by Service Provider. Custom Applications include all such programs and programming in use or required to be used as of the Commencement Date that were originally developed by Incumbent Service Provider, operate in the State data center, and are perpetually owned by State.

	Customer
	SIPA in its capacity as a recipient of the Services and any entity (e.g., Eligible Governmental Entity (EGE)) that is designated by SIPA to receive Services under the Agreement, as permitted by applicable Law (C.R.S. § 24-37.7-101).

	Customer Accounts
	Bank accounts owned by the Customer and designated for deposit of Statutory Fees.

	Customer Data
	Any data or information of or regarding SIPA or any Customer that is provided to or obtained by Service Provider in connection with the negotiation and execution of the Agreement or the performance of Service Provider’s obligations under the Agreement, including data and information with respect to the constituency, customer, operations, facilities, products, rates, regulatory compliance, competitors, assets, expenditures, mergers, acquisitions, divestitures, billings, collections, revenues and finances of SIPA or any Customer. State Data also means any data or information (i) created, generated, collected or processed by Service Provider in the performance of its obligations under the Agreement, including data processing input and output, service level measurements, asset information, Reports, third-party service and product agreements, contract charges, and retained expense and Pass-Through Expenses, or (ii) that resides in or is accessed through Software, Equipment or Systems provided, operated, supported, or used by Service Provider in connection with the Services, as well as information derived from this data and information, but excluding the following information to the extent not required to be provided or otherwise made available to State under this Agreement, including with in connection with State’s rights related to Benchmarking, Subcontractors, auditing, Reports, or Termination Assistance Services: (A) financial/accounting information (including costs, expenditures, billings collections, revenues and finances) of Service Provider, its Affiliates or Subcontractors; (B) information created by Service Provider to measure the productivity and efficiency of the Services and/or to improve the processes and procedures used by in the performance of the Services; (C) human resources and personnel information of Service Provider, its Affiliates or Subcontractors; and (iv) information with respect to Third Party Contracts or licenses of Service Provider, its Affiliates or Subcontractors and used in the performance of the Services. Data or information constituting State Data shall not constitute Service Provider Confidential Information.

	Customer Personal Data
	That portion of State Data that is subject to any Privacy Laws and includes, but is not limited to, information which any Customer discloses that consists of personal Confidential Information or identifies any consumer served by SIPA Customers or constituent agencies, in accordance with applicable federal and state laws and other applicable rules.

	Deliverable
	All Materials, processes, inventions, Work Products, and information that Service Provider develops for or on behalf of SIPA or Customer, in whole or in part, solely or jointly with others, including all intermediate and partial versions thereof in whatever medium fixed or embodied, and any and all documentation relating thereto, including any code (including source and object), scripts, APIs, interfaces, menus, structures, operational instructions, text, graphics, animation, audio or digital video components, specifications, data, reports, schematics, research, configurations, flow charts, knowledge bases, notes, outlines, formulae, training materials, documentation, manuals, processes, algorithms and the like created in connection therewith, whether or not protected by copyright, patent, trademark law, or any similar intellectual property law and all materials developed or created by Service Provider for SIPA or Customer under Statements of Work.

	Deliverable Credits
	Has the meaning given in Section 7.3 Deliverable Credit of the Agreement.

	Derivative Work(s)
	Work based on one (1) or more preexisting works, including a condensation, transformation, translation, modification, expansion, or adaptation, that, if prepared without authorization of the owner of the copyright of such preexisting work, would constitute a copyright infringement under applicable Laws, but excluding the preexisting work.

	Designated SIPA Representative
	Has the meaning given in Section 10.1(a) Designated SIPA Representative of the Agreement.

	Developed Material(s)
	Any new Materials or any modifications, enhancements, improvements, Upgrades or Derivative Works of such Materials that are developed pursuant to the Agreement and paid for by SIPA or any Customer under the Agreement. Developed Materials does not include any underlying Service Provider or Third-Party Owned Materials.

	Development or Development Environment
	The Systems environment in which Software and databases are initially designed and created. Customers may have more than one Development Environment.

	DGS Service Desk
	The facilities, associated technologies, and fully trained staff who respond to Calls, facilitate all Incident Management, Problem Management, Change and Request Management activities, and act as a single point of contact for coordination and communication to Authorized Users and Service Providers in regard to the Services.

	Digital Government Services (DGS)
	The SIPA program that includes all of the Services of this Agreement.

	Disaster
	Means (1) A sudden, unplanned calamitous event causing great damage or loss; (2) any event that creates an inability on an organizations part to provide critical business functions for some predetermined period of time; (3) in the business environment, any event that creates an inability on an organization's part to provide the critical business functions for some predetermined period of time; (4) the period when company management decides to divert from normal production responses (in total or in part) and exercises its disaster recovery plan; and (5) typically signifies the beginning of a move from a primary to an alternate location.

	Disaster Recovery Plan (DRP)
	The plan to execute Disaster Recovery Services.

	Disaster Recovery (DR) Services
	The process of following specific advance arrangements and procedures in response to a Disaster, resumption of the critical business functions within a predetermined period of time, minimizing the amount of loss, and repairing or replacing the damaged facilities as soon as possible. Disaster Recovery Services include support and coordination with the Business Continuity Services.

	Disaster Recovery Test
	The test of the Disaster Recovery Plan

	DPA
	Department of Personnel and Administration

	Earnback
	The methodology used to determine the potential return of a Service Level Credit as described in Exhibit 3 (Performance Model).

	Effective Date
	The day the final party signs the Agreement.

	Eligible Governmental Entity (EGE)
	Has meaning given in Customer definition.

	EGE Agreement
	An agreement between SIPA and an EGE.

	Electronic PHI or ePHI
	Has the meaning given in Section 11.3 State Personal Data of the Agreement.

	End Date
	The End of the Agreement per Exhibit 2.2 (Termination Assistance).

	Equipment
	The computer, telecommunications, and facility-related hardware, equipment, and peripherals (and all modifications, replacements, Upgrades, enhancements, documentation, materials, and media related thereto) that are used in connection with the Services by Service Provider.

	Escrow Agreement
	Has the meaning given in Attachment B (Form of Source Code Escrow) to the Agreement.

	Expected Service Level
	The desired level of performance for a Critical Service Level or Key Service Level, as set forth in Exhibit 3.2.1 (Service Level Definitions Digital Government Services) and Exhibit 3.2.2 (Service Level Definitions Payment Services).

	Expected Service Level Default
	Service Provider's level of performance for a particular Key Service Level fails to meet the applicable Expected Service Level (but does not fail to meet the applicable Minimum Service Level), as specified in Exhibit 3 (Performance Model), and has failed to meet such Expected Service Level for four (4) or more occurrences in any rolling twelve (12) month period.

	Extraordinary Event
	Has the meaning given in Exhibit 4.0 (Business Model).

	FAQ(s)
	Frequently Asked Question(s)

	Fixed Charge
	A set amount paid for work or a service and is independent of a time and effort required to produce the identified deliverable.

	Full Time Equivalent (FTE)
	A level of effort, excluding vacation, holidays, training, administrative and other non-productive time (but including a reasonable amount of additional work outside normal business hours), equivalent to that which would be provided by one person working full time for one year. Unless otherwise agreed, one FTE is assumed to be 1,920 productive hours per year. Without SIPA or Customer's prior written approval, one dedicated individual's total work effort cannot amount to more than one FTE.

	Governance Committee
	Has the meaning given in Exhibit 1.2 (Governance).

	GRC
	Governance, Risk, and Compliance

	HIPAA
	Health Insurance Portability and Accountability Act

	Impact
	The measure of the business criticality of an Incident, Problem or Request for Change, often equal to the extent of a distortion of agreed or expected Service Levels.

	Incident
	An event which is not part of the standard operation of a service and which causes or may cause disruption to or a reduction in the quality of services and SIPA and/or Customer productivity.

	Incident Management
	The process with the primary goal to restore normal Service operations as quickly as possible and minimize the adverse impact on business operations, thus ensuring that the best achievable levels of service quality and availability are maintained. Normal service operation is defined here as Service operation within Service Level limits.

	Incident Record
	The information captured by Service Desk personnel about an Incident.

	Incumbent Service Provider
	The Service Provider providing Services to SIPA or Customers pursuant to the terms of the Agreement by and between SIPA and Service Provider. The Incumbent Service Provider for SIPA is NIC.

	Information Technology Infrastructure Library (ITIL)
	A world-wide recognized best-practice framework for the management and delivery of IT services throughout their full lifecycle. 

	Infrastructure (also IT Infrastructure)
	The entire portfolio of Equipment, System Software, and Network components required for the integrated provision and operation of SIPA and Customer's IT systems and Applications.

	Initial Term
	Has the meaning given in Section 3.1 of the Agreement.

	In-Scope
	Those Services or resources that are the subject of Service Provider's obligations under the Agreement.

	ISO
	International Organization for Standards

	IT Service Continuity Management (ITSCM)
	The process of ensuring that identified IT Services will be available during abnormal situations. It typically involves a detailed assessment of the business risk of key IT services being lost, and then identifies countermeasures and plans to prevent - or recover from - identified contingencies.

	IT Service Management (ITSM)
	The entirety of activities – directed by policies, organized, and structured in processes and supporting procedures — that are performed by an organization or part of an organization to plan, deliver, operate, and control IT services offered to customers.

	ITIL
	See Information Technology Infrastructure Library

	ITSCM
	Information Technology Service Continuity Management

	Key Personnel
	Has the meaning given in Section 8.1 Key Personnel of the Agreement.

	Key Service Level
	Those Service Levels for which no Service Level Credit is payable and are described in Exhibit 3 (Performance Model).

	Knowledge Database
	A repository of information used in provision of the Services; inclusive of the Known Error Database.    

	Level 1 Support
	Support that is provided as the entry point for inquiries or problem reports from Authorized Users. If Level 1 personnel cannot resolve the inquiry or problem, the inquiry or problem is directed to the appropriate Level 2 personnel or a Third-Party for resolution.

	Level 2 Support
	Support that serves as a consolidation point for inquiries and problems between Level 1 and Level 3. For example, Level 2 Support might exist in a computer operations or a distribution/mail out center. If Level 2 personnel cannot resolve the inquiry or problem, the inquiry or problem is directed to the appropriate Level 3 personnel or a Third-Party for resolution.

	Level 3 Support
	Support provided by the personnel or Third-Party that is most knowledgeable about the underlying problem or question and that is utilized when efforts to resolve the problem or question by Level 1 and Level 2 Support have failed or are bypassed. Inquiries or problems are usually reported by Level 1 or Level 2 Support personnel but may be initiated directly by Authorized Users or the Service Provider.

	Losses
	All losses, liabilities, damages, fines, penalties, settlements, judgments, interest and claims (including taxes), in each case that a court finally awards to a third party or which are otherwise included in the amount payable to a third party and all related costs and expenses (including reasonable legal fees and disbursements and costs of investigation, litigation, experts, settlement, judgment, interest and penalties), as incurred.

	Major Enhancement
	New application development or enhancement initiative that requires more than forty (40) hours of effort.

	Major Incident
	The highest category of impact for an Incident. A Major Incident results in significant disruption to business operations.

	Major Release
	A new version of Software that includes changes to the architecture and/or adds new features and functionality in addition to the original functional characteristics of the preceding Software release. These releases are usually identified by full integer changes in the numbering, such as from "7.0" to "8.0," but may be identified by the industry as a major release without the accompanying integer change.

	Malicious Code
	Means (i) any code, program, or sub-program whose knowing or intended purpose is to damage or interfere with the operation of the computer system containing the code, program or sub-program, or to halt, disable or interfere with the operation of the Software, code, program, or sub- program, itself, or (ii) any device, method, or token that permits any person to circumvent the normal security of the Software or the system containing the code.

	Materials
	All algorithms, APIs, apparatus, circuit designs and assemblies, databases and data collections, designs, diagrams, documentation, drawings, flow charts, formulae, ideas and inventions (whether or not patentable or reduced to practice), know-how, literary works or other works of authorship, materials, marketing and development plans, marks (including brand names, product names, logos, and slogans), methods, models, network configurations and architectures, procedures, processes, protocols, schematics, Software code (in any form including source code and executable or object code), specifications, subroutines, techniques, tools, uniform resource identifiers, user interfaces, web sites, works of authorship, and other forms of technology and intellectual property; and all modifications, replacements, upgrades, enhancements, improvements, methodologies, tools, documentation, materials and media related thereto.

	Measurement Window
	The time during, or frequency by, which a Service Level shall be measured. The Measurement Window will exclude approved scheduled maintenance.

	Merchant of Record
	An entity authorized to process consumer credit card and debit card purchases on behalf of a business or government entity.

	Milestone Charges
	Has the meaning given in Exhibit 4.0 (Business Model).

	Minimum Compliant Items
	Has the meaning given in Exhibit 3.0 (Performance Model).

	Minimum Service Level
	The minimum level of performance set forth in Exhibit 3.2 (Service Level Definitions) with respect to each Service Level.

	Minimum Service Level Default
	The Service Provider's level of performance for a particular Critical Service Level fails to meet the applicable Minimum Service Level at any time.

	Minor Enhancement
	New application development or enhancement initiative that requires forty (40) hours or less of effort.

	Monthly Charges
	The total Charges earned by Service Provider in any calendar month for Services (excluding Pass-Through Expenses, Out-of-Pocket Expenses and Service Taxes). This amount is derived from Exhibit 4.3 (Financial Reporting) by summing the Total Self-Funded Expenses Earned and Customer Invoiced Summary.

	Monthly Financial Statement
	Has the meaning given in Exhibit 4.0 (Business Model).

	Monthly Productive Hours Worked
	With respect to any month and any Service Provider Personnel, the number of productive hours worked by such Service Provider Personnel, excluding non-productive time (e.g., commuting time, vacation, holidays, training unrelated to the Services, education, marketing, administrative staff meetings, medical leave, and military leave).

	Net Revenue
	Total Fees less Statutory Fees, Portal Clearing Account bank processing fees, the amounts paid to the Department of Revenue (DOR) for Driver Histories and Motor Vehicle Title and Lien records under the separate Vendor Agreement with DOR, and any revenue from SIPA-issued Task Orders. Should any sales and use, value added, or other similar taxes (but excluding taxes based upon the income of Service Provider) be imposed on the services at any time during the term of this Agreement, such taxes will be automatically passed through Service Provider to Customer. As a result, any such taxes paid by Service Provider will also be deducted from Total Fees in determining Net Revenue.

	Network
	Collectively, WAN, LAN, and other communication or transport networks.

	Network Topology
	The arrangement in which the nodes or interfaces to the Network are connected.

	New Service(s)
	Services requested by SIPA, Customers, or required by applicable Laws (without limiting the obligation of the Parties under Section 1.1.9 New Services of Exhibit 4.0 (Business Model), (i) that are materially different from the Services, (ii) that require materially different levels of effort or resources from Service Provider to provide the Services, and (iii) which are not required for Service Provider to meet the Service Levels.
For the avoidance of doubt, New Services shall not include (a) increases in the volume of Services for which there is an associated charging methodology, or (b) the disaggregation of an existing service from a functional service area.

	NIST
	National Institute of Standards and Technology

	Noncompliance
	Each instance that the Software, Equipment, Systems, or other Deliverable or milestone fails to meet its Acceptance Criteria or is otherwise deficient in State’s reasonable discretion (in accordance with the Service Management Manual or other criteria agreed by the Parties, to the extent applicable).

	Offeror
	Any individual, partnership, or corporation submitting a Response. Unless the Contract clearly indicates otherwise, all terms and conditions of the Contract that refer to Respondent apply with equal force to Successful Respondent.

	One-Time Charges
	Any Charges that are specified by the Service Provider and which are non-recurring and are typically associated with start-up and implementation costs.

	One-Time Critical  Deliverables
	Those Deliverables that are non-recurring that have associated Deliverable Credits payable to SIPA in the event Service Provider fails to successfully and timely complete such Deliverables.

	Outage(s)
	A condition such that a System, Service, Application, Equipment, or network component is not Available or is substantially not Available and is impacting normal business operations.

	Out-of-Pocket Expenses
	Reasonable, demonstrable, and actual expenses due and payable to a Third Party by Service Provider that are approved in advance by State and for which Service Provider is entitled to be reimbursed by State under the Agreement. Out-of-Pocket Expenses shall not include Service Provider’s overhead costs (or allocations thereof), general and/or administrative expenses or other markups. Out-of-Pocket Expenses shall be calculated at Service Provider’s actual incremental expense and shall be net of all rebates and allowances.

	Party(ies)
	Has the meaning given in the recitals to the Agreement.

	Pass-Through Expense(s)
	The Service Provider expenses listed in Exhibit 4.0 (Business Model) which SIPA has agreed to pay directly or reimburse to Service Provider on an Out-of- Pocket Expenses basis.

	PCI
	Payment Card Industry

	PCI DSS
	Has the meaning given in Section 11.5(d) Cardholder Data of the Agreement.

	PDPA
	See Public Deposit Protection Act

	Performance Category
	A grouping of Critical Service Levels or Key Measurements as set forth in Exhibit 3.0 (Performance Model) and Exhibit 3.1 (Service Levels, Deliverables, and Reports). Critical Deliverables do not constitute a Performance Category.

	PII
	Personally Identifiable Information

	Portal
	The online Internet site providing access and links to Services and other applications

	Portal Account
	Bank account owned by the Service Provider for deposit of Subscriber settlements, Program Fees, chargebacks, some refunds, and other banking needs.

	Portal Clearing Account
	Bank account owned by SIPA in order to maintain compliance with PDPA and federal banking laws. Fees and other funds collected on behalf of governmental entities for non-subscribers must be deposited into this account.

	Pre-Commencement
	Period between the Effective Date and the Commencement Date of the Agreement.

	Problem Management
	The process of tracking and managing all problems arising in SIPA and Customer's IT environment and resolving those problems arising from or related to the Services.

	Problem(s)
	An underlying cause of one (1) or more Incidents. A Problem is labeled a “Known Error” when the root cause is known, and a temporary workaround or permanent solution has been identified.

	Production or Production Environment
	The system environment in which an organization's data processing is accomplished.  This environment contains Customer's business data and has the highest level of security and availability of all environments (includes training and other Production-like environments).

	Program Fee
	The fee approved by SIPA related to transactions, electronic access, or electronic delivery charges associated with a transaction with electronic delivery of a record, or electronic filing of a transaction, through the State Portal, or any other transaction with a Customer, which are established in connection with the State Portal or otherwise specifically identified in a EGE Agreement as a transaction fee. This fee will be used to compensate the Service provider for all Charges described in Exhibit 4.0 (Business Model), including interchange fees.


	Project Work Order
	Has the meaning given in Section 5.5 Projects of Exhibit 2.1.1 (Cross-Functional Services Statement of Work).

	Project(s)
	In accordance with Exhibit 4.0 (Business Model), means a discrete unit of work that does not recur on a regular or periodic basis that: (1) has a defined start and end date with documented Deliverables and acceptance criteria; (2) has been requested and approved by SIPA or Customer; (3) is not an inherent, necessary or customary part of the day-to-day (i.e., regular, not daily) Services described in the Transition Plan(s), a Project Schedule or the Contract; (4) is not required to be performed by Service Provider to meet the existing Service Levels (other than Service Levels related to Project performance); and (6)  is not otherwise part of the Services.

	Protected Health Information (PHI)
	Has the meaning given in Section 11.3 Customer Personal Data of the Agreement.

	Public Deposit Protection Act (PDPA)
	Statute to ensure that public funds held on deposit in eligible public depositories are protected in the event that the eligible public depository holding the public deposits becomes insolvent. (C.R.S., 11-10.5-101, et. seq.)

	Quality Assurance (QA)
	The actions, planned and performed, to provide confidence that all processes, Systems, Equipment, Software, and components that influence the quality of the Services are working as expected individually and collectively.

	Rate Card
	A listing of hourly personnel pricing rates as documented in Exhibit 4.1 (Pricing Structure).

	RCA
	Root Cause Analysis

	Receiving Party
	Has the meaning given in Section 11 SIPA Data and Other Confidential Information of the Agreement.

	Recovery Point Objective (RPO)
	The recovery point objectives, as designated in Exhibit 2.3 (IT Service Continuity Management), expressed as the acceptable amount of data loss measured in time prior to an event that has been declared as a disaster.

	Recovery Time Objective (RTO)
	The recovery time objectives, as designated in Exhibit 2.3 (IT Service Continuity Management), expressed as the duration of time within which an Application, including all technology components included in the Customer DR Plan must be recovered, restored and operational starting from the time of declaration of a disaster.

	Recurring Critical Deliverables
	Those Deliverables to be provided on a scheduled and recurring basis that have associated Deliverable Credits payable to SIPA in the event Service Provider fails to successfully and timely complete such Deliverables.

	Recurring Critical Deliverables Credit
	Has the meaning given in Exhibit 3.0 (Performance Model).

	Release
	A collection of new and/or changed Configuration Items that are tested and introduced into the live Environment together.

	Renewal Term
	Has the meaning given in Section 3.2 of the Agreement.

	Reports
	Has the meaning given in Section 9.1(a) Reports of the Agreement.

	Request for Change (RFC)
	A formal proposal for a Change to be made to any component of an IT infrastructure or any aspect of an IT service. An RFC shall include details of, and the justification for, the proposed Change. Customer must approve all RFCs in writing.

	Request for Solution (RFS)
	A Service Request that requires development of a proposal for Customer approval to fulfill the request.

	Request Management
	The process of tracking and managing all requests from Authorized Users arising in SIPA’s and Customers' IT environment and resolving those requests arising from or related to the Services.

	Required Consent(s)
	The consents (if any) required to be obtained: (i) to assign or transfer to Service Provider State licensed Third Party Materials, Third Party Contracts, Equipment Leases or Acquired Assets (including related warranties); (ii) to grant Service Provider the right to use and/or access the State licensed Third Party Materials, Third Party Contracts, and State Provided Equipment in connection with providing the Services; (iii) to grant SIPA, the Customers and/or their designee(s) the right to use and/or access the Service Provider Owned Materials, Third Party Materials and Equipment acquired, operated, supported, used, or required to be used by Service Provider in connection with providing the Services;
(iv) to assign or transfer to SIPA, the Customers and/or their designee(s) any Developed Materials to the extent provided in the Agreement; (v) to assign or transfer to SIPA, the Customers and/or their designee(s) Service Provider Owned Materials, Third Party Materials, Third Party Contracts, Equipment leases or other rights following the Term to the extent provided in the Agreement; and (vi) all other consents required from third parties in connection with Service Provider's provision of, and SIPA's and the Customers' receipt and use of, the Services and Service Provider's performance of its obligations hereunder.

	Resident or Resident Users
	An individual of the general public or a business with cause to use Statewide Portal Integrator Services.

	Resident Service Desk
	The single point of contact for Residents of the State regarding Incidents, requests, and questions relating to SIPA provided services. The Residents contacting this service desk are referred to as Residents or Resident Users.

	Resolution (also Resolve)
	The restoration of full Service or the completion of the Service Request in a manner acceptable to SIPA or the applicable Authorized User in their reasonable discretion. Resolution may include the restoration of full Service by workaround or other alternative means.

	Resolution Time
	The amount of time between the Start Time for an Incident and the time such Incident is Resolved.

	Resolve 
	See “Resolution.”

	Resource Unit (RU)
	A measurable device, unit of consumption, or other unit or resource utilization associated with the Services, as described in Exhibit 4.0 (Business Model) that is used for purposes of calculating Charges.

	Response
	Has the meaning given in the preamble to the Agreement.

	Response Time
	The number of elapsed minutes between the time a Call is received, and the time Service Provider responds to the Authorized User or other designated State contact to acknowledge and verify the problem.

	Retained Expense
	The expense types or amounts retained by SIPA or Customers as set out in Exhibit 4.0 (Business Model), Section 1.1.7.

	Root Cause Analysis (RCA)
	The formal process, specified in the Service Management Manual, to be used by Service Provider to diagnose the underlying cause of problems at the lowest reasonable level so that effective corrective action can be taken.

	Security Assessment
	Has the meaning given in Section 4.3.7 Security Assessments of Exhibit 2.1.1 (Cross-Functional Services Statement of Work).

	Security Assessment Company
	A Third Party designated to perform Security assessments in accordance with Exhibit 2.1.1 (Cross-Functional Services Statement of Work).

	Security Incident
	Means (i) any circumstance pursuant to which applicable Law requires notification to be given to affected parties or other activity in response to a security-related incident; or (ii) any actual, attempted, suspected, threatened, or reasonably foreseeable circumstance or incident that compromises, or could reasonably be expected to compromise, the security of any State Data, State Confidential Information or State Software or Systems.

	Security Incident Management
	A specialized form of Incident Management, the primary purpose of which is the development and execution of well understood and predictable responses to damaging events, computer intrusions, security compromises and inadvertent data disclosure or loss.

	Security Incident Management Plan
	Has the meaning given in Exhibit 2.1.1 (Cross-Functional Services Statement of Work).

	Security Plan
	Has the meaning given in Exhibit 2.1.1 (Cross-Functional Services Statement of Work).

	Service Asset and Configuration Management (SACM)
	The process responsible for both Configuration Management and Asset Management.

	Service Catalog
	An online catalog of IT products and services, as described in Exhibit 2.1.1 (Cross-Functional Services Statement of Work).

	Service Continuity Management
	The activities associated with providing prioritized service continuity and disaster recovery Services for the Applications, and their associated infrastructure.

	Service Delivery Corrective Action Plan (CAP)
	A written plan detailing measures to be taken to correct a deficiency or resolve an identified problem. 

	Service Delivery Failure
	Has the meaning given in Exhibit 3.0 (Performance Model).

	Service Desk User
	An Authorized DGS User including Customers, SIPA, and DGS service providers

	Service Level Credit
	The monetary amounts that the Service Provider shall be obligated to reduce against Monthly Charges) in the event of Service Level Defaults.

	Service Level Credit Start Date
	The period beginning after the Commencement Date and noted in Exhibit 3.1 (Service Levels, Deliverables, and Reports) where Service Provider will be liable for Service Level Credit(s) or CAP Failure Credit(s).

	Service Level Default
	An Expected Service Level Default or Minimum Service Level Default.

	Service Level Improvement Plan (SLIP)
	Has the meaning given in Exhibit 3.0 (Performance Model).

	Service Level Management
	Has the meaning given in Section 5.2 Service Level Management of Exhibit 2.1.1 (Cross-Functional Services Statement of Work).

	Service Level Program Revenue Earned Amount
	Charges due and owing for the preceding month for the applicable service tower (Digital Government or Payment), including, to the extent applicable, amounts payable by SIPA to Service Provider pursuant to the express terms of the Agreement. Charges exclude Rate Card Charges, Transition Milestone Charges, Other Charges (Exhibit 4.0 (Business Model), Section 3.11), and other charges as approved by SIPA.

	Service Level(s)
	Individually and collectively, the quantitative performance standards for the Services set forth in Exhibit 3.0 (Performance Model).

	Service Management Manual (SMM)
	The management procedures manual for Services as described in Exhibit 1.3 (Service Management Manual).

	Service Provider
	Has the meaning given in the preamble to the Agreement.

	Service Provider Account Director
	Has the meaning given in Section 4 Service Provider Account Director of Exhibit 2.4 (Key Personnel) and shall describe the Service Provider representative responsible for both the day-to-day relationship with SIPA and the Customers as well as the delivery of all Services to SIPA and the Customers.

	Service Provider Facilities
	Facilities, including home offices approved by SIPA, used by the Service Provider to provide the Services.

	Service Provider Owned Materials
	Has the meaning given in Section 12.3(a) Ownership of Service Provider Owned Materials of the Agreement.

	Service Provider Personnel
	Those employees, representatives, contractors, subcontractors, and agents of Service Provider and its Subcontractors.

	Service Request (or Request for Service)
	A request for information, advice, access, or standard change to an IT service that does not require solution proposal development. Examples of such Service Request include provisioning ID access, password resets, and Service Catalog requests.

	Service(s)
	Has the meaning given in Section 4.1(a) Services of the Agreement.

	Severity Level
	The categorization of a problem associated with the Services based on the potential impact of the problem to SIPA and any Customer, as further defined in Exhibit 3.0 (Performance Model) and Exhibit 3.2.1 (Service Level Definitions-Digital Government Services) and Exhibit 3.2.2 (Service Level Definitions-Payment Services).

	SIPA
	Colorado Statewide Internet Portal Authority

	SIPA Auditors
	Has the meaning given in Section 9.8 Audit Rights of the Agreement.

	SIPA Contractor(s)
	A Third Party working on behalf of State to provide and/or obtain any services (including services to supplement, replace, or render unnecessary the Services).

	SIPA Facility(ies)
	The facilities that are provided by SIPA or a Customer for use by Service Provider to the extent necessary to conduct meetings or to be used temporarily for purposes of service delivery. 

	SIPA Owned Materials
	Has the meaning given in Section 12 Materials of the Agreement.

	SIPA Rules
	Has the meaning given in Section 6.3 SIPA Rules/Employee Safety of the Agreement.

	SIPA Standard(s)
	Has the meaning given in Section 9.4 Processes, Procedures, Architecture, Standards, and Planning of the Agreement.

	SKU
	Stock Keeping Unit

	SLA
	Service Level Agreement

	SMM
	Service Management Manual

	SOC 2 Report
	Has the meaning given in Section 5.6 SOC 2 Reports Exhibit 2.1.1 (Cross-Functional Services Statement of Work).

	Software
	All Materials consisting of software programs and programming (and all modifications, replacements, Upgrades, enhancements, documentation, materials, and media related thereto), including Antivirus Software, Application Software, Development Tools, and System Software.

	Specialized Services
	Has the meaning given in Section 9.7 Access to Specialized Service Provider Skills and Resources of the Agreement.

	Standard Application
	Functional browser-accessed Applications that allow Customers to process online transactions. These standard, templated Applications provide functionality to Residents and Customers that can be rapidly deployed, may include data capture and persistence from online forms, Customer access to captured data, and may be deployed with or without connection to payment capabilities.

	Standard of Due Care
	Then-current accepted industry best practices for services and security that are employed by members of the peer group.

	Start Time
	With respect to an Incident or a Call, the time when the Incident ticket is created. With respect to an Outage, the earlier of the time when the Incident is detected or should have been detected (by the applicable monitoring for the System). If more than one (1) ticket is created for the same root cause, the Start Time shall be based on the earliest of the ticket creation times.

	State Legislature
	The governmental legislative body of the State.

	Statement(s) of Work (SOW)
	Means Exhibit 2.1.1 (Cross-Functional Statement of Work), Exhibit 2.1.2 (Payment Services Statement of Work), and Exhibit 2.1.3 (Digital Government Services Statement of Work), and their associated Exhibits and Attachments.

	Statutory Fees
	Fees, taxes, and assessments established by statute, ordinance, resolution, or other law or regulation (excluding Transaction Fees), charged by a relevant Customer to obtain a copy of a record, obtain a license or permit, or to otherwise engage in a transaction with that Customer.

	Strategic Plan(s)
	The plan(s) that may be periodically developed by SIPA that set forth SIPA's key operational objectives and requirements and outline its strategies for achieving such objectives and requirements. SIPA may revise the Strategic Plan from time to time. The Strategic Plan is likely to include both annual and multi-year strategies, objectives, and requirements.

	Subscribers
	Entities who are invoiced monthly by the Service Provider for non-payment transaction services. Examples of services provided are bulk records for DMV and State Court e-Filing.

	Supported Application List
	List of Applications the Service Provider supports, by Customer, through Application Maintenance Services.

	System(s)
	An interconnected grouping of manual or electronic processes, including Equipment, Software and associated attachments, features, accessories, peripherals and cabling, and all additions, modifications, substitutions, Upgrades, or enhancements to such System. Systems shall include all Systems in use or required to be used as of the Commencement Date, all additions, modifications, substitutions, Upgrades, or enhancements to such Systems and all Systems installed or developed by or for SIPA, the Customers or Service Provider during the Term.

	Task Order
	A type of Work Order for tasks or projects paid by Customers instead of using Program Fees.

	Technical Recovery Guide (TRG)
	A compilation of technical information, procedures, environmental configurations, operations, and dependencies required to document each application and environment to ensure technical recovery of hardware, Operating System, storage, Network and other Equipment. Technical Recovery Guides capture operational elements, dependencies and instructions which must be re-enabled and sequenced appropriately to restore business operations. Exhibit 2.3 (IT Service Continuity Management) further defines the specific content which must be included in the Technical Recovery Guides.

	Technology Evolution
	Any improvement, upgrade, addition, modification, replacement, or enhancement to the standards, policies, practices, processes, procedures, methods, controls, scripts, product information, technologies, architectures, standards, equipment, software, systems, tools, products, transport systems, interfaces, and personnel skills available to provide the Services in line with the best practices of first tier leading providers of services that are the same as or similar to the Services. Technology Evolution includes, as relating to such items for such purpose: higher capacity, further scaling and commercializing of processes, more efficient and scalable processes, new versions and types of applications and systems/network software, new operational or IT Infrastructure processes, and new types of hardware and communications equipment that shall enable Service Provider to perform the Services more efficiently and effectively as well as enable SIPA and the Customers to meet and support their operational requirements and strategies.

	Technology Plan
	Has the meaning given in Exhibit 2 (Service Model) and its associated Exhibits and Attachments.

	Term
	The Initial Term and the Renewal Terms, if any, including any period during which Termination Assistance Services are provided by Service Provider under the Agreement.

	Termination Assistance Services
	Means (i) the Services (including the terminated, insourced, resourced, or expired Services, the Services described in Exhibit 2.2 (Termination Assistance Services), in each case, any replacements thereof or supplements thereto), to the extent SIPA requests such Services during a Termination Assistance Services period; and
(ii) Service Provider's cooperation with SIPA, Customers, and their designee(s) in the orderly transfer of the Services (or replacement or supplemental services) to SIPA, the Customers and/or their designee(s). 

	Third Party(ies)
	Whether capitalized or not, a legal entity, company, or person(s) that is not a Party to the Agreement and is not an Affiliate of a Party.

	Third-Party Contract(s)
	All agreements between Third-Parties and SIPA, any Customer, or Service Provider that have been or shall be used to provide the Services.

	Third-Party Materials
	Materials that are owned by Third Parties and provided under license or lease to Service Provider, SIPA, or any Customer and that have been or shall be used to provide or receive the Services. Third Party Materials shall include Materials owned by Subcontractors (excluding Affiliates of Service Provider) and used in the performance of the Services.

	Third-Party Vendor(s)
	A Third-Party that provides products or services to any Party that is related to, or is in support of, the Services (e.g., hardware vendors, premier support contracts, etc.). Third-Party Vendors do not include Subcontractors.

	Total Fees
	Fees equal to Transaction Fees and Statutory Fees associated with a transaction.

	Transition
	All material activities associated with the transition of delivery of the Services to the Service Provider. When used in context of termination or expiration, the Transition refers to the material activities associated with transition of delivery of Services from the Service Provider to a successor Service Provider or to SIPA.

	Transition Services
	Has the meaning given in Section 4.2 Transition Services of the Agreement.

	Transport
	A commercial service providing the carriage or transmission of voice, video, or data electronic impulses over a distance.

	Unanticipated Change
	Has the meaning given in Exhibit 4.0 (Business Model).

	Upgrade(s)
	Updates, patch installations, modifications, renovations, refreshes, enhancements, additions, substitutions and/or new versions or releases of Software or Equipment. For purposes hereof, a workaround or fix to Software or Equipment also constitutes an Upgrade.

	Urgency
	A measure of the business criticality of an Incident or Problem based on the impact and on the business needs of SIPA.

	Use
	To load, access, execute, use, manipulate, practice, process, make, have made, operate, copy, execute, compile, store, purge, reproduce, display, perform, distribute, transmit, receive, modify, maintain, enhance, upgrade, store, create Derivative Works, and exercise any other similar rights.

	User Acceptance Test(ing) (UAT)
	Testing conducted by the end user using either production or production-like data to validate end-to-end business processes and compare actual and expected results. This is a formal testing step with new Applications or major changes to existing Application, and a successful execution and result leads to the user accepting the system.

	WCAG
	Web Content Accessibility Guidelines

	Website
	A collection of web pages and related content that is identified by a common domain name, is published to the World Wide Web, and assessable by computer and handheld devices using a web browser. The sites may include capabilities for Customers to manage content, upload files and images, and link to social media channels.

	Work Order
	As defined in Exhibit 4. Work Orders are paid with Program Fees while Task Orders are paid by the Customer.

	Work Product
	Means (i) all reports and manuals, including transition plans, business requirements documents, design documents, manuals, training and knowledge transfer materials and documentation, (ii) the Service Management Manual, (iii) Desktop Procedures, and (iv) any intellectual property created as a result of this Agreement to express, embody or execute or perform a function, method or process that is specific to the business of SIPA or Customers.
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